
OSI may quire drug screening fot probable c a w  at any time andl or when the contractor 
independently identifies, c- when pdmbk cause exists. 

USClS ~wcms thc right and pmgative to deny and/ or restrict the facility and i n f i t i o n  
access of any Cuntmctor employee whaw actions are in conflict with the Btandards of conduct, 5 
CFR 2635 and 5 CFR 3801, or whom USCIS ddermints to pmmt a risk of campmising 
sensitive but tmclasoifiad informalion lo which he or she would have access undu this contract. 

The Canbmctm will report any adverse infamation coming to their attention concuning contract 
employees under the contract to USCIS OSI. The subsequent tamination of employment of an 
employee docs not obviate the requirement to submit this repon Tbe report shall include the 
emplayees' name and social security n u m b ,  aloug with thc advuse information being nportad. 

OSI must be notified of all tmninstions/ resignations within five days of occunence. The 
Contractor will return any expired USCIS issued identification cards and building passes, or 
tbosc of tcmhaed employees to the COTR If an identification cad or building pass is not 
availrbk to be r e t a d ,  a report must be submitted to tk COTll, refwing the pass or card 
number, nrunc of individual to whom issued, the last known location d dispadon of the pass 
or card. 

6.6 SECURITY MANAGEMENT 

The Contractor shall sppoidt a senior offsial to act as the Corporste Security Ofhccr. The 
individual will inktlke with OSI ttuough the COTR on all 6 t y  mattas, to include physical, 
personnel, and protection of dl Oavcmmtnl infbmation and data eccessed by the Contractor. 

The COTR and OSI shall have the right to inspect the proccduzw, methods, and facilities utilized 
by the Contractor in camplying with tfie scunity rq-ts under this con-. Should the 
COTR determine that the Contmctor is wt complying with the security lbquirrments of this 
cmtmct, the Contractar will be i n f d  in writing by the Cantmcting Of6ccr of thc proper 
action to be taken in ada to compliance with such rquimmts. 

6.7 COMPUTER AND TELECOMMUNICATIONS SECURITY REQUIREMENTS 

1.1 Security Progmn Background 

The DHS has established a depamncnt wide IT security pgmm based an the fdtowing 
Executive Orders (EO). public law, and D a t i d  pficy: 

Public Law 107-296, Homeland Security Ad of 2002. 
Federal Information Saxity hdmagcment Act (FISMA) of 2W, Nwembcr 25,2002. 
Public Law 104-1 06, C l i - C o k n  Act of 1996 [fanaerly, Mbrmation Techaology 

M m q c m m t  Reform Act (ITMRA)], F- IO,19%. 
Privacy Act of 1974, As Amended. 5 United States Code (U.S.C.) 552% Public Law 93-579, 

Washington, D.C., July 14,1987. 



Executive Order 12829, Natiod In&srrfal &curie Program, January 6,1993. 
Executive Order 12958, &s@d Nati'l Security Injimation, as axnendd. 
Executive Order 12968, ACM to Chipadh@ormation, August 2,1995. 
Executive Order 13231, Critical I ~ l t u c h u e  Profection in the I t @ m a  Age, October 16, 

2001 .* N a t i d  Industrial W t y  Program Opemting Maaual (NISPOM), Febnwy 2001. 
DHS Sensitive @stem Pdlcy PublicaHon 430QA v2.1, July 26,2004 
DHS Nationol Sccwiry Syskm Policy Publication 43008 v2.1, July 26,2061 

Homeland Sbcvii Residential 7,  Crirlcd ~ p ~ ~ t u r c  Ideniflcatidn 
Pn'on'niruion, d Protection, December 17,2003. 

off1ce of Manngement and Budget (Om) Ci& A-130, Management of Ferderol 
I ~ ~ a t t o n  Ruotvoes. 
* N a t i d  security Directive @ED) 42, Nafiunal Policy for the SecmMty of Naiionol SecwiQ 
TelecommwJcc~tions andIh/ormatim System (U), July 5,1990, CONFIDENTIAL. 

5 Code of Federal Regulations (CFR) $2635, Offwe of Oovuntnmt Ethics, Sfandat& of 
WhicoI Conduct fm Employees of the Exeatfive Branch, 

DHS SCG O W L !  (IT), National Security lT Systems Certification & Accreditation, March 
2004. 

kpatmmt of State 12 Fonign Affairs Manual (FAM) 600, I@ormatforr &crwip 
Technology, Junc 22,2000. 

Department of State 12 FAM 500, Znfiormation Sccuri&, October 1,1999. 
Executive Order 12472, Assignnrcnt of Natiml Sccwity and Emergency Preparedness 

Telecommunications Functions, dated April 3.1984. 
Presidential Decision Directive 67, Endunng Conrlturionai Governmen! and Contimiry of 

G o w m n l  QcralIons, dated October 21,1998. - FEMA Fadaal Rqmahus C i  65, Fedcrrl Executive Branch Contjnuity of t)peratiom 
(COOP), dated July 26,1999. 

FEMA Faderal Repdness Circular 66, Tcst, naining and Exercise (rr&E)jor Coniimtity of 
Ope~ations (COOP), dated A@ 30,2001. 

FEMA Federal Preparedness C i  67, Acquisition ojAltemote Facflfties for Continuity of 
Operations, dated Apil30,2001. 

Title 36 Codc of Federal Regulations 1236, Management of Vital Records, revid as of July 1, 
2000. 
National h t h t c  of Stadads arPd T ~ 1 o g y  (NET) Special Publications for computer 

security snd FlSMA compliance. 

6.7.1 GENERAL 

Due to thc sensitive nutux of USQS idamation, the oonlractor is requid lo develop end 
maintain a compdmsive Cw~plter and TokcommMggs  Sccwity Program to address the 
inkpity, wnfidmtiality, a d  availability of sensitive but mLssified (SBU) infomuttion duri- 
collection, stomp, tmsmissian, and dwposrl. The contractor's security propun shall adhere to 
the~ssdfar lh intheDHSMaasganentDi~4300rTSrJtemsSaaui tyPub 
Volume 1 Part A and DHS Mmqcmmt Dimtivc 4300 IT Systrsns Security Pub Vdumc I Part 
B. This sball include conformma with tbe MIS Wshivc Systems Handbook, DHS 
Management MVC I 1042 Safipadiig Snrsitive but Unclassifiad (For Offidel Use Only) 



Infbnnation and other DHS or USCIS guidclk and dircEtives regarding information security 
rquinments. Tbe contractor shall esbbbh a worlting relationship with the USClS IT Security 
M ~ c e ,  headed by the I n h d o n  Systcms Sacurity Program Manager flSSM). 

6.73 IT SECURITY IN THE WmMS DEVELOPMENT LIFE CYCLE (SDLC) 

Tbe UXXS SDLC Manual documents all syaern ectivities muired for the development, 
opemion, d disposition of IT security systems. Requircd systems analysis, delivcrables, and 
secucity activities KC identifitd in the SDLC m d  by lifecycle phase. The contractor shall 
assist the apppiatc USCIS ISSO with dcvelopmcnt and completion of all SDLC activitKs and 
delivwables conteined in the SDLC. The SDU: is supplemented with infhmtion f h m  DHS 
and USCIS Policies and procdms as well as tbc N&nd Institute of Standards Special 
Procedprcs related to computer security md  FISMA compliance. These activities include 
development of the fbllowbg documents: 

r Scnrltk System Securiy Plnn ( S S P ) :  This is the primary rcfffenct that describes s y m  
sensitivity, criticality, necwity cantrols, policies, and procedures. The SSSP shall be 
b e d  upon the complcthn of tbe DHS FlfS 199 workbook to categorize the system of 
application and completion of the RMS Qucstiawaire. The SSSP shall be completed as 
pert of the System or Rclcase Ddinition Process in the SDLC and shall not be waived or 
rdorcd 
Privucy Impact Assessment (PC) and @s&m of Recards No@kaiion (SORN}. For each 
new dcvebpmt activity, each inaememal system update, or system d f i c a t i o n ,  a 
PIA and SORN shall be evaluated, lf the syslem (or modification) lriggurs a PIA the 
contrsctor shell support the development of PIA and SOW as requid The Privacy Act 
of 1974 requires thc PIA and M be part of thc SDLC process perfirnod at either 
Sys2em or Release Definition. 
Comingency Plm (CP): This plan describes the sttps to be taken to enme that an 
automated system or facility can be l c c o ~  fnrm service disruptions in the event of 
anergarcits &or disasters. 'lbe Corrtractor shall support annual cuntingency plan 
testing and shall provide a Contingency Plan Test Results Report. 
Smvity Tesl and Evcrluafion (ST&@: This document evaluates each security control and 
countermeasure to verify operation in the maimer intended. Test paramders are 
established based on results of the RA An ST8tE shall be conducted for each &or 
Application and e a h  OetaMal Support Systan as part of the certification process. The 
CMItractor shall support this process. 
Rbk Ass~sslllcw (Rt): This document identifieg threats and vulnerabilities, asscsscs the 
irnpects of thc ducats, evaluates h - p k  oountmwamm, and idsntifies additional 
c o m ~  mccmuy to ensure an aoceptablc l e d  of security. Tbe RA shall be 
completed after cornpi* thc NIST 800-53 evaluation, Contingency Plan Testing, and 
the ST&E. Identified weakness shall k documented in a Plan of Action ad Milestone 
0 in the USCIS Tiusud Agent FiSM.4 (TAF) cooi. Each POA&M entry shall 
identify the cost of mitigating the wcaknm and the schedule for mitigating the weakness, 
as well as a POC for thc mitigation cfhrk 



LWmmcnr dHadMdSKurty Live Scan Svsim 

Cer~~$catfon and Accreditation 0: This ptogram establishes the extent to which a 
particular design and i m p l d a n  of an automated system and the facilities housing 
that system meet a specified set of d t y  rcquimnents, based on the RA of security 
fcahrns md otber tedmical rcquinmrnts (certification), and the manapmt 
authorization Md approval of a system to process sensitive but undassified information 
( a o c r o d i ~ ) .  As app.opriate the contractor ahall bc granted access to the USCIS TAF 
and Risk Man- System (RMS) tools to support C&A and its annual assessment 
rcquimna~ts. Annual lrsscs~mcnt -ties shall include compktion of the NIST 800-26 
Self Assessment in TAF, armual review of um accmts, and annual review of the FIPS 
c a l e ~ t i o n .  CBtA status shall be reviewed for each incremental system update and a 
new full GkA p c c s s  completed when a major revision is anticipated. 

6.73 SECURITY ASSURANCES 

DHS M-t Directives 4300 roqtlins compliance with standards set forth by NIST, for 
evaluating computer s y s k r ~ ~  used for pmcushg SBU iofbrmstion. The Contmtor shall ensure 
that requitenmas are allocated in the fimctional llequinmans and system design documents to 
smmity requircIncnts me based on the DHS @icy, NIST s t d m i s  and applicabk legislation 
and regda!ory requirements. Systems shall offu the following vh'bIc security features: 

User I&nt@ation and Avlhentican'on (Idk.4) - I&A is the pocess of telling a system the 
identity of a subject (for example, a rroer) (0 and providing thst the subject is who it 
claims to be (A). Systgna shrll be designed so that the identity of each user shall be 
established prior to authork@ system acass, each system user shell have histher own 
w ID and prtssword, and tach user is autheadicattd before rcass is pamittcd, AH 
system and database administdvc usas shall have mng authentication, with passwords 
that shall cmfbnn ta establ iM DHS Jtandards. All USCIS Identification aad 
Authmtkation shall k done using the Password I m a w  Conwl System (PICS) or its 
successor. Under no chmsbmm wilI Identifiation and Authentication be performed 
by other than the USCIS stadard system in use at rbc time of a systems development. 
Discretionay Access ConiroI (DAC) - DAC is a DHS access policy that restricts access 
to system objects (for example, files, dircctorier, devices) bsssd on the idcntity of the 
users and/or groups to which they belong. All system files shall be protected by a 
SecOndaryecctss~tmlmeaoun. 
Object Rewe - Object Reuse is the reassignment to a subject (for ample,  user) of a 
medium that previously contained w object (for example, fik). Syskems ihat use memory 
to temporarily store user I&A infofmation and any other SBU information shall be 
c W  before reallocation. 
Audit - DHS systems shall provide Wtie for tramadon auditing, which is the 
examination of a set of chrox~~logicel records tbar provide evidence of system and user 
activity. Evidam of active review of wdit logs shall be provided to the USCIS IT 
Security Offkc on a monthly basis, idmtifying dl d t y  findings including failad log in 
attempts, attmp!s to access restricted information, and pwword change activity. 
Bimner Puges - DHS systcms shall provide appropriate security baaacn at start up 
identifying tht system or application as being a Go-t asset and subject to 



&ovaamart laws and ngutatiars. This requirement does not apply to public facing 
intwnet pages, but ehall apply to intrmet applications. 

6.7.4 DATA SECURITY 

SBU SySem shall be pdactecl fb u n a u b h d  scccsa, modification, aDd denial of service, 
The CmtmW shall easure that all aspccb of datr security requirements ( i . ~  cdidcntiality, 
integrity, and availability) are included in the finctiooal rsquircrncnts and system design, and 
enr(nne that they meet the minimum rcquhnen(s as set fmth in the DHS Sensitive Systems 
Handbook and USCIS policies and pmcdms. Thwc rcq-ts include: 

Inte~3rity - The campSr systems usad for pocessing SBU shall have daur intcgnty 
controls to arorac Ifd data is ncd modified ( idona l ly  or unintentionally) or repudiated 
by eithu thc sender or thc receiver of the iofonnation. A risk analysis and vulnerability 
assessment shall be paf;orrocd to detmnine whst type of data integdy c m t d s  (e.g., 
cyclical r#lmhcy chcckq msPage authsnticatioa codes, security hash functions, and 
digitel SipntmS, &.) shall be used. 
C@cdtntollfry- -Is shall be included to ensure that SBU infonnafion collected, 
ssMcd and t m d t t e d  by the system is protsctsd agkd compromise, A risk analysis 
and vulnarbility assessment shall be pcrfomd lo d d a e  if threats to the SBU exist. 
If it exists, data eaaypion sbdl be used to mitigate such threats. 
Avcrilabilify - Controls shaU bc included to ensun that the system is continuously 
working snd all smiccs are M y  available within a timefmmc commmJurate with the 
availability nads of the user community and the criticality of the infomation processed. 
Lbta hhi ing.  - IhC contractor MI enam tha documents d media an labeled 
consistent with h e  DHS Sensitive W e m s  H a ,  

At*€ 1: List of Covered ASC Toucbprinler Systems 
Attachment 2: ASC Houn of Operatio0 





































ASC H m  d 0perM.A 

XAR 'CIS BIRMMGIIAM 
XAC CIS A U N T &  GA 
%AD 'CIS CHARLOTTE 
XAE CIS CHtUUJXI'ON 
XBh U S  BALTlMCIRE 
XBB ,CIS iiLENM0N.r 
XLIC .CIS SAl JSRURY 
XRD .CIS BOSTON 
XBK CIS HARTFORD. CT 
XBF :CIS PROVIDENCE, Ml. 
XBU CIS WNCHES7ER NH 
XHH .CIS BUFFALO 
XBI CIS AI.RANY 
XFU 'as SYRACUSE 
XCA CISNORRIDGE 
XCB ClSPUlASKl 
XCC .CIS BROADWAY 
XCU .C1S NAPERVtUE 
XCE .CIS WAUKECIAN 
XCF '<:IS HAMMOM) 
XCG 'CIS INDIANAPOLIS 
XCH ,CIS MILWAUKEE 
XCl ,CIS CLEVEi.,AND 
x a  CISCINCTNNArn 
XCK .CIS COLUMDUS 
XDA ,CIS DALLAS-NOR- 
x u ~  CIS twr wmm 
XKX: CIS LURRWK 
xnn ' a s  OKLAHOMA CITy. 
XDE CIS ALEXANDFUA 
FF _ C I S N O R ~ ~ ~ L ' K  
xw .CIS DENVER 
XDIl CIS m?m JUNCTION 
XDI ,ffSCASpER 
XDJ .as ~At'r WKE L~T? 
xat cts DALLAS - s m  
XDM C I S  aRAND RAP~DS 
XDK ,CIS DETROIT 
XEA CIS ELPASO 
XEC ClS ALBU()UERQUE 
XYB CIS OAKLAND 
XFC CIS SANTA KUSh 

ITS - lm4G 
Tug-sat h4pn 
f -Sat W p m  
.Mun-Fri W p m  
Toes-Sat 8Pn-4pn 
jhcsSat W p m  
:Tue -Sat 8rrr4pn 
~ ' I b S l t  Bw#-4pm 
'r~-sw&m((pn . 

,Tucs-Sat Llrln-4pm 
MAW 80mbpn 
Man-Fri W p m  
, h - F r i  O m p l p n  , 
:Man-Fri Sam-4pn 
Tuer-Sat 811114pm 
:Tues-.. 8y1).4pm 
[Tuts-Sat 8m4p 
iTua-Sm 8nr lpm 
'Tun-SU & d p m  
.Tuu-S& 8am-4pn 
Mon-Fri 8 m p m  
MmMIkm* 
Mon - Ffi &m4pm 
:Mw-Fri Ban4pm 
?"l'-yu lbrn-4pm 
,TuckSlt km4pm 
j ~ u c s . ~  e l d m  
;TurS-Slr 8rm4pm 
$iar-Fri Bun-4pm 
:Turn-Sat W p n  

'-.So? !W-?P" 
:'!'!-S?! 
TIES - Sot 8mdp . . 
Mcn - Fri M p m  . . 
Tu9S.t  W-rlpn 
Tw-Sat &m+m 
T1Kas.1 W p n  
Tl*S#l gan-4pm 
T*Qll&lm4pn 
Tm-Slt&R-4pm 
Tue - Sai Ram4pn1 
Tucs-Sat SmnJpni 

Sun, Man Closed 
SUL, Mon Cfwed 
Sun. Mon Clmcd 
Sat. Sun Closud 
Sull. Mon C l d  
Sun. Mun C k 1 4  
Sun - Mon Closed 
Sun. Mon Closed 
S q  Mon C lased 
Sun, Mon Clnxd 
Sat, Sun Closed 
Sat, Sun Closcd 
sat, Sun C l d  
SA. Sun Closed 
Sun. Mon Closed 
Sun. Mon Closcd 
Sun. Mon C l d  
Sun, Mon Closed 
Sm,Mon Claud 
Sun, Mot1 (Ilmed 
Sat, SUII (:hd 
Sat, sun C l o d  
Sat, Sun C l d  
Sal, Sun C k l  
Sun. Muo Closed 
Sun, Mon Ctoscd 
Sun, Mon Closed 
Sun, Man Ctoscd 
Sat, Sun Closed 
Sun, Mon Closed 
Sun. Mnn Chxcd 
Sun, Mm Qwcd 
Stm, Mun Closed 
Sac Sun Closed 
SUI, Mon C l o d  
Stnr. Mon Closed 
Sun. Mon Closed 
Sun. Mon C l o d  
Sun, Man Closed 
Sun, M m  Closed 
Sun, Mun Clovctl 
Sun, M4m Cttw-d 

(XF 1) CIS SALINAS T-Sm &Mp SIPn,Mm C ~ L W ~  - 1 



. . . .  . - . - - .  - - ,  ---.. -. 
XPE CIS SACR+IENTO T d a t  SAM-4PM 
XFF CIS MOOES~O ,Tw-SWI eirt~ 
XFG CIS FRESNC) 
XPI '(:IS RAKERSFIELS, 
XHA CIS MCALLEN 
XHB CISBROWNSVILLE 
XHC CISIIWNA 
WID CIS BOISE 
XHE CIS IDAHO FALLS 
XHF CIS HclN0Lln.U 
XHCi <:IS AGANA 
XnH ,CIS HOUSTOKSOUTH~T 
XHI ,CIS HOUSTONSOVTI WBT 
XHJ CIS IIOUSTW-NORTHWEST 
XIX 'US LAREDO 
XKA .CIS W S A S  tlN 
XI@ 'US WICH?TA 
XKC CIS ST I.OUIS 
XI.R :cis POMUUA 
XLC ,CISELMO)JTE 
XU) 'CIS OARDMA 
XLE! ,CIS VAN W Y S  
XLF .CIS B O L W W @  
XLG CIS ,YAlKFAX ,-. 
XLH CIS SANTA ANA 
XLI CISBUENAPARK 
XIJ ,CLS RMRSIDE 
XLK CISOXNARD 
XU CZSGOLFEA 
XLM ClSUWllSlllRE 
XMA CIS IIJALEAH 
XMB CIS BISCAYNE. 

C SWEETWAT- 
XMU 'CIS Ft. LAUDGRDALE 
XME t:lSORLAN130 , 

XMF ' C ~ S  TAMPA 
XMQ JACW&LLE 
XMH ,as WEST PALM @EACH 
XNA CIS N E W O R I . ~ A ~  
'kNB : ~ ~ , F O R T ~ S M I $ ' H  
VC as JACKSON, US 
-m 'CISMEMPHIS .- .-., ..--..-. ' 

X% 'k NASHVtLlX 

Tpksat8am4pn, 
Tucs-Sjt 8am-9pm 
ma say-)pm 
,-sg b - 4 p l l  
Msm- Ri Bun-4p 
MolcFri $ W p m  
M m  - Fri B m d p r n  
Tm-Sat ha-4pm 
Mon . Fri am-4pm 
Tus& Sam-4pm 
To-% Sm4pni 
l'aer-S;rt nun-Qpn 
Tats-hi Ilnm$m 
, M W F ~  
MmF* 8snr-4pm 
Mon-Fn: 8aIlP4pn 
Tucs - SIt &In Jpm 
'Tuwslt 8m-4pm 
ITHaS1t 8am-4pm 
.m:snl- 
:l'ues+t W p m  
,Tu'uc*!ht Ram+ 
,ruts~sot B,m+m 
;Turdd8.Bdlm 
,Tu-Sal h 4 p n  
!TucLsol 
-TlwSpl&m-4pn 
MmFri 8M.4.00~1 
plckS1t BBtll.4pm 
;'Jhs+t - 4 p  
~1LcJ-Sor&iv-4pm 
.Tucrd# *4.p 
] ~ & n t  &m+m 
:Tw-Sal k 4 p m  
: M W F ~ ~  ~ - 4 ~  
T w S d  Lm-4pm 
Mm-Fri 8,arn-rlpm 
Mu?-Fn, Lwdprn  .. ., 

Mun Fd 811rn-4ym 
:wt(&-l(pa 
Mon - hi drndpn 

Sm, Mm Clawd 
Sun, Mop C h c d  
Sun, Man Oowd 
Sun, MA C)md 
Stm, Mun Clastd 
sat, Sm cbscd 
sat. sun Clwcd 
S1S Sun C bd 
Sun - Mon Clowf 
s*sun C l a d  
Sun, Mnn C l w d  
Sun, Uon C h i !  
Sua.Mun Clmtd 
Sun. Men Closed 
Sat, S1tn Ckrscd 

. !sat, Sun CloScd 
Siu, Sun Closed 
Sun. Man Clwd 
Sun, Mon C b e d  
Sun, Mon Clmed 
Sun, Mnn C h c d  

. . Sun. Mm CYo~tl 
&m.Mun Chml  
Sun, Mm Closed 
Sun. Mon Q w d  
Sun, Man Cloecd 
Sun, Man Closed 
,sun, Mcm C W  
w, Sm C l d  
Sun, Man clascd 
Sun, kCan Ckned 

.sun. M m  Ckrccd 

. - Sun, Man Closcti 
Sun, Mun a d  

, . Sun, Mom ClwaJ 
sat, sun awed 
sun, M* Cbed 
Sat. Slln Clwd 
Sat. Slm C l o d  
Sat,Sun C J d  
Sat. S l m - C l d  
Sat, Sun Ch-4 

(MJF 'CIS LOU~SV~LLE 'W - P T ~  h - l ~ n r  sac, sun C~USLYI 



(XNG CIS NEW ROCHELLE ruc(-~ltarn apm Sun, Man Closed 
71wi.cist R d p ~ n  
Tucs-Sat 8&pn 
Mun - Fri b 4 p m  
Tuetdat Im-4pm 
Tufir-Sat &m-4pnr 
Tues-Su 8-4pn 
Tw-Snt 8Llll.Ipm 
Tw-Sat Ram-4pr 
Man-Fri 8mn-4pm 
Moth-Fd 8 w - 4 ~  
T W - S ~ ~  b 4 p m  
Tw-Sat 8pm-4pm 
Man-Fri m-4pn 

-TucsS#llnrlpn 
Mon. - Fri. R u n  - 4 p .  
Tm-Sri Rm+m 
TueeSnt Runrlpm 
Mon-Fri hm4pm 
Tucr-Srr 6mApm 
Mon-Ffi w p m  
Mm-Fri 8rm-4pn 
Tus - Sal gun-lpn 
Tuts-Su 8un-4pm 
M&ri Omnapn 
Mon-Fri h 4 p  
T;eb~at  8m-4pr 
TmWBPn4pm 
TuaSnt 8m+n 

I - 
,Tuwsrr m-Im 
Mtm-Fri 8m-4pm 
Mon - Fri &mrlpm 
Man-Fti 8;pn4p~ 
Mon.Vri %m-4pn 
Tucs-Sat bn-4pm 
M o n  - Fri Ram-3pm 
Mnn - Fri tam+ 
Moo-Fri h - 4 p m  
Mnn - Fri 8 d p m  
Tua - ,r llun-4pm 

Sun, k Closed 
Sun.Mm Closed 
Sat, Sun C l o d  
Sun, Mon Closed 

hfw C70wd 
Sw, Mm <:loscd 
Sun, Mon Clmcrl 
Sun, Mua Cloxd 
Sa?, sun C l d  
Sat. Sun Closed 
sun, Mar Cb#d 
SprqMon Closed 
Sa.Sun Closed. 
Sun, Man Closcd 
SIt.,S\m Closrd. 
Sun:Mm ClmcJ 
Sun. Mun C l d  
Sol, Sun C b d  
,Sun, Man bmd 
:Sat, Sun Closcd 
Sat, Sun Closed 
Son, Mon Closed 
Sun, Mon Closcd 
'Gt, S& C l a d  
.sat, Sun (3nrtd 
;sun, M& ~hrcd 
.SM. Mar Closcil 
-Sun,Mun C-luYcd 
;srm,.w Chml 
Sat, Sun ~ l & d  
sa1. Sun c l o d  
sill, sun Ckrstd 
Sai, Sun Closed 
Sun, Mon Closed 
Sat, Sun C l a d  
Sat Sun Clortd 
Set, Sun Closed 
Sat, Sun CIoted 
Sun, Mm CloSed 

XNI MS BROOKLYN 
XNJ ClSBKONX 
XNK CIS NEW YORK V A R ~  ST. 
XNL CIS CCF.MPSTEAD 
XNM 'CIS QUEENSOAMAICA 
XNN JACKSON IlEIG1 ITS 
XNO CISNEWARK 
XNP ,CIS HACKFNSACK , 
XOA CIS OMAHA 
XOB ,CIS DES M(XNE!3 . . 
XPA C I S P H L A D ~ H I A  
m ' C I S ~ ~ ~ U R G I ~  
XPC . C l S u i A ~ S T O N  . 
XPD CIS DOVER 
XYL! CISYO1UC 
XPI: ,CIS LAS VEtiAS 
XP( i  .CIS ll KXON 
XPH :CISRENO 
XPl 'CISTUMA 
XFJ 'CIS PORTLAND, ME . 

XPK .CIS ST. ALBANS 
XPL CIS PORTLAND, OR 
XYM . ClSSAN . ,... NAN,PR . 
X W  .CIS Sl', THOMAS 
XPP ~~S.sTCROiX 
XPQ ;CIS PHCEk1x - 
XSA :CIS SAN A~~TONIO , '. , 

GB :@gS'*E!E!-p& 
XSC :CIS SAN M A ~ c &  
XSD CIS CALLXICO 
XSE CISSEAlTLE 
XSF QSSPOKnMi, 
XSH CIS YAKIMA 
XSl CIS ST. PAUL 
XSJ d s ~ m  
XSK ClSPARGO 
XSL ,GSSIOL~FAI.I$ 
XSM ,CIS D U L m  
XTD CIS SAN FRANCISCO 
IX~E  CIS SAW JOSE TwSat lhn4pm Sun, Mon Closed 


